011_006 ElGamal-Sign-Enc

Dear Students.

The Mid-Term Exam (MTE) will be held on Monday, 4-th of November, at 17:00.

Part of the students will be allowed to pass the MTE distantly through the Zoom:
https://liedm.zoom.us/j/9999112448

Passcode: 12345678

Those who will participate contactly must to bring their own computers to connect to the Zoom,
and to launch the Octave software with installed my .m files on them.

Otherwise you must to install and launch Octave in class computer together with installed my .m files on them.
During the MTE you must solve 2 problems:

1. Diffie-Hellman Key Agreement Protocol - DH KAP.

2. Man-in-the-Middle Attack (MiMA) for Diffie-Hellman Key Agreement Protocol - DH KAP.

The problems are presented in the site:

imimsociety.net

In section 'Cryptography':

Cryptography (imimsociety.net)

Please register to the site and after that you receive 10 Eur virtual money to purchase the problems.

If the solution is successful then you are invited to press the green button [Get reward].

Then 'Knowledge bank' will pay you the sum twice you have payed.

So if the initial capital was 10 Eur of virtual money and you buy the problem of 2 Eur, then if the solution is
correct your budget will increase up to 12 Eur.

You can solve the problems in imimsociety as many time as you wish to better prepare for MTE.

| advise you to try at first to solve the problem in 'Intellect’ section to exercise the brains.

It is named as 'WOLF, GOAT AND CABBAGE TRANSFER ACROSS THE RIVER ALGORITHM'.
<https://imimsociety.net/en/home/15-wolf-goat-and-cabbage-transfer-across-the-river-algorithm.htm|>

The more details | explain in may 5-th in 2024.10.07.

The pictures of problems listed above are the following.

Diffic-Hellman Key Agreement

A&
« 7 ;{"“‘"yo
Cryptography:
Information confidentiality, integrity,
authenticity & person identification
Symmetric Cryptography Asymmetric Cryptography

Public Key Cryptography

Symmetric encryption Asymmetric encryption
H-functions, Message digest E-signature - Public Key Infrastructure - PKI

HMAC H-Meccase Aiithentiratinn Cade E'money' Blockchain
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E-voting

Digital Rights Management - DRM (Marlin)
Etc.

Symmetric - Secret Key Encryption - Decryption
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Same key is used to encrypt
and decrypt message
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Shared Secret Key

Public Key Cryptography - PKC

Principles of Public Key Cryptography
Instead of using single symmetric key shared in advance by the parties for realization of symmetric
cryptography, asymmetric cryptography uses two mathematically related keys named as private key
and public key we denote by PrK and PuK respectively.
PrK is a secret key owned personally by every user of cryptosystem and must be kept secretly. Due
to the great importance of PrK secrecy for information security we labeled it in red color. PuK is a
non-secret personal key and it is known for every user of cryptosystem and therefore we labeled it by
green color. The loss of PrK causes a dramatic consequences comparable with those as losing
password or pin code. This means that cryptographic identity of the user is lost. Then, for example, if
user has no copy of PrK he get no access to his bank account. Moreover his cryptocurrencies are lost
forever. If PrK is got into the wrong hands, e.g. into adversary hands, then it reveals a way to
impersonate the user. Since user’s PuK is known for everybody then adversary knows his key pair
(PrK, Puk) and can forge his Digital Signature, decrypt messages, get access to the data available to
the user (bank account or cryptocurrency account) and etc.
Let function relating key pair (PrK, Puk) be F. Then in most cases of our study (if not declared
opposite) this relation is expressed in the following way:

PUK=F(PrK).

In open cryptography according to Kerchoff principle function F must be known to all users of
cryptosystem while security is achieved by secrecy of cryptographic keys. To be more precise to
compute PuK using function F it must be defined using some parameters named as public parameters
we denote by PP and color in blue that should be defined at the first step of cryptosystem creation.
Since we will start from the cryptosystems based on discrete exponent function then these public
parameters are

PP = (p, 9).
Notice that relation represents very important cause and consequence relation we name as the direct
relation: when given PrK we compute PuK.
Let us imagine that for given F we can find the inverse relation to compute PrK when PuK is given.
Abstractly this relation can be represented by the inverse function F1. Then
PrK=F(PuK).

In this case the secrecy of PrK is lost with all negative consequences above. To avoid these
undesirable conseguences function F must be one-way function — OWF. In this case informally
OWE is defined in the following way:

1. The computation of its direct value PuK when PrK and F in are given is effective.
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2. The computation of its inverse value PrK when PuK and F are given is infeasible, meaning that to
find F1 is infeasible.

The one-wayness of F allow us to relate person with his/her PrK through the PuK. If F is 1-to-1,
then the pair (PrK, Puk) is unique. So PrK could be reckoned as a unique secret parameter
associated with certain person. This person can declare the possession or PrK by sharing his/her Puk
as his public parameter related with PrK and and at the same time not revealing PrK.

So, every user in asymmetric cryptography possesses key pair (PrK, PuK). Therefore, cryptosystems
based on asymmetric cryptography are named as Public Key CryptoSystems (PKCS).

We will consider the same two traditional (canonical) actors in our study, namely Alice and Bob.
Everybody is having the corresponding key pair (PrKa, PukK,) and (PrKg, PuKg) and are
exchanging with their public keys using open communication channel as indicated in figure below.

Asymmetric - Public Key Cryptography

PrK and PuK are related

Alice Puk = FPr

—Large F is one-way function
| Random Having PuK it is infeasible to find
_ Number PrK = F1(PukK)
Key F(x)=a is OWF, if:
Generation 1.1t easy to compute a, when F and x are
Program given.

1 2.1t is infeasible compute x when F and a
are given.
PrK = x <--randi ==>PuK=a=g*mod p
Public Parameters PP = (p, g)

2ouUy .
Threaths of insecure PrK generation P v 22Z \ P\ & ool& iﬂ@
gpxti#?l?,fuy[%i};xnwd/o prv2 lp| 2 28buts

=TI =D&

g
— s
- ~—
=

Ks ;& &« > w

Message m< p

Asymmetric Signing - Verification Asymmetric Encryption - Decryption
Sign(PrKa, h) =G =(r, s) c=Enc(PuK,, m)
V=Ver(PuKy, h, G), Ve{True, False} = {1, 0} m=Dec(PrKj, c)

011_006 EIGamal-Sign Page 3



Alice Bob

PrKa=x
w —»  Sign *ow Hello | _ Encrypt

Alice!

Alice's Ace's )
h private key m ; public key
h<p ; m<p |GEB6I5T7 F-}CE
s} (6] 08EO03CE4 5 D
Bob Alice
— PrKa=x
Hello 2 . B Hello
<+ <—’ Dec t
Bob Alice's Alice! ki Alice's
public key private key

ElGamal Cryptosystem

1.Public Parameters generation PP = (p, Q).

Generate strong prime number p: >> p=genstrongprime(28) % strong prime of 28 bit length

Find a generator g in Z,*={1, 2, 3, ..., p-1} using condition.

Strong prime p=2g+1, where q is prime, then g is a generator of Zp* . 5> 2A28-1

g9+ 1 mod p and g?# 1 mod p. ans = 2.68446+08
Declare Public Parameters to the network PP = (p, g); P=268435019; 0=2; . inte4(2728-1)

2728-1= 268,435,455 ans = 268435455
PrK = x <-- randi ==>PuK=0a=g*mod p

p=uat: 328 modA1=5
Compatibility relations of modular arithmetic: G
(a+b)mod p =(amod p+bmod p) mod p. 33 3
(@ * b) mod p =((a mod p) * (b mod p)) mod p. 5

a’” mod p = (a mod p)” mod p.

Fermat little theorem: If p is prime, then for any integer a holds a” = a mod p.

1. We may assume that aisintherange0<a<p-1.

This is a simple consequence of the laws of modular arithmetic; we are simply saying that we may first
reduce a modulo p since

a’” mod p = (a mod p)” mod p.

2. It suffices to prove that for aintherange1 <a<p - 1.

Indeed, if the previous assertion holds for such a, multiplying both sides by a yields the original form of the

theorem. 0[/9 _ Wpdré?/,@ / d‘mﬂdf’ Om/md[f%i)(fp
bt 7 |
ab dt = g gt paod P o p-1 2=
@Pvi = 4 WQQ/F = & =4 f,i !

0, {f/wzﬂw} /s %w; valesr?” fﬁ(P-i) Z/TWW?: P2 %M[P/J) =0

0

3 :X[/)4—o
2 Woﬁ/[g — VV;MZ/P — j(ﬂc[ﬂ%i) prég(;fé?

@[A-\»L7 W{VO/(/? D

Xl 4 ¢
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El-Gamal E-Signature

The ElIGamal signature scheme is a digital signature scheme which is based on the difficulty of d/g (%%J = //%[Q)
computing discrete logarithms.

It was described by Taher EIGamal in 1984. The ElGamal signature algorithm is rarely used in practice. X 0%5 % = ng (ﬁ)
A variant developed at NSA and known as the Digital Signature Algorithm is much more widely used. $ ol = a;(g (Q>
The ElIGamal signature scheme allows a third-party to confirm the authenticity of a message sent

over an insecure channel.

>

EC Gomat sqn. — Digital Sgnoture /& (PSA) NSA
Ef/?//nﬁf carve DSA — £ CDSA Certicom

Nice Prka = X Signature creation for message M >> p.
s, s |« Q=—np
Bob | >| S'on ] o 1. Compute decimal h-value h=H(M); h<p.
vt Nty 2. Generate >> i =int64(randi(p-1)) % such that gcd(i,p-1)=1.
3. Compute it mod (p-1). You can use the function
v } 6 >>i_mi=mulinv(i, p-1); % med (Cxi_net, p-2) =4
o 4. Compute r=g'mod p. L _ Y,
5. Compute s=(h-xr)itmod (p-1). .
Bob l PuKa = @ 6. Signature on h-value h is 6 = (r,s) 4 ol (p /iB =
Hello ‘/H‘ Sign(x,h) =6 = (r,s). i
4— Verify [7
Bob Alice's 1
public key _
somxr = nod (X, pot)
S>> pod (X6 = mxr, p-L) =0
int6a( me(28)) . di(p-1) Transaction
>> p=int64(genstrongprime >> i=randi(p-
(= 117280408
>> p=int64(268435019) >> i=int64(randi(p-1)) [gastmit | [ gasPrice |
p = 268435019 i = 47250243
>>g=2 >> ged(i,p-1) [ |[ vawe |
g=2 ans=1
.>> i_ml=mulinv(i,p-1) Problem ‘I v | = I g I
i_m1=172715821
>> mod(i*i_m1,p-1)
ans=1 \/\

Tx = ? nowce || gaslimit || gapteicell o || vabue || dats
h=u(7) 6 =(v,2) = Sign (P, h)

1.Signature creation
To sign any finite message M the signer performs the following steps using public parametres PP.

Compute h:H(M).
Choose arandom i suchthat 1 <i<p—21andgcd(i,p—1) = 1.
Compute it mod (p-1): it mod (p-1) exists if gcd(i, p — 1) = 1, i.e. i and p-1 are relatively prime.

k' can be found using either Extended Euclidean algorithmt or Euler theorem or .....

>> i _ml=mulinv(i,p-1) % i*mod (p-1) computation.
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 Compute r:gi mod P
« compute S=(h-xr)i-tmod (p-1) --> h=xr+is mod (p-1)

) .
signature 6=(I, S) 2; ng;fi;)& } maﬂ/P

h=ytr =%, h= X.t% {-<

2.Signature Verification
A signature 6:(I', S) on message M is verified using Public Parameters PP=(p, g) and PuK=a.

1. Bob computes th(M).
2. Bob verifies if 1<r<p-1 and 1<s<p-1.

3. Bob calculates V].:gh mod Pand V2=2"r8 mod P, and verifies if V1=V2.

The verifier Bob accepts a signature if all conditions are satisfied during the signature creation
and rejects it otherwise.

3.Correctness

The algorithm is correct in the sense that a signature generated with the signing algorithm will
always be accepted by the verifier.

The signature generation implies

h=xr+is mod (p-1)

Hence Fermat's little theorem implies that all operations in the exponent are computed mod (p-1)

ghmod p:g(XI’+iS) mod (p-l)mod p — gXI’giS — (gX)r(gi)S: arrs mod p

V1 (@) (r) V2
PP =(rs%)
o = = rész/; Qbﬂi) Dot T3 T o A R o teerves s hat
V:gm”fif? M/{ IMWWV% 7 PM%:V Ls O‘gﬁ

fon wry Pl =v
m = 7 Bob gez"wzi’?

e =(r;¢) Svrdict the Séanaloe 6
6 = Spgm(zjm):(ms) omyG=(rs) T3 ¥ 7

on m W%g PU=vy ated
VO callon  pakses .
Bodore pob voufiet any sgutwe with somoeve Pl he vt fe seoee
Lt Flis (L s g/f Lrom the aitain peson, {/f'ﬁ Goit pio?
Yrom M%Wo{éf Aee X

Tt i achieveod by creafion of PKI- Gdbtic Kgg{ Liestircctosce whep
Trupted Thivd Par ZZ (TTP) seechs @t Q/ffz}é'zg/f?ﬂ% 4%7%0/7?? ic wTrodmed.
CA 4 tsuing Cule  Crfificntes fop ang wser By sigriveg Ol

Whaoy ket proves hic/ler iplen?ity Zp CA.

7 Tdowtsicalion Cafed - 1D #} CA v Cell o 5 Pulle s,
Pric xsX Ul 2 =a. %:d D
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5 ¢ Tdewtspication Carea - TD % CAL Frllen 5 Fulies,
Prica=X sy =a. S\ 1D

— Sign( Prlices 5 Paka||Datdy )=
pﬂK//) ot 1 Lt Pl y - 65,1/ eh 3 AU >
B Nfer (il Lrt) = True Cetty =7 6, PuKpDalo s

Is sure that Puly iz pé’ N3

Sinee Ch ic 7TP & 52 can dpwnloapl PMKM wAing bis Grpws of
with Knwwn t0 everyone 2iul

http s/ Cortilication Authority, Tusted, com

https; [l Ccrticom. comn

Till this place
>> p=int64(268435019) >> i =int64(randi(p-1)) >>r=mod_exp(g,i,p) >>g h=mod_exp(g,h,p)
p =268435019 i=201156232 r=172536234 g h=241198023
>>g=2; >> ged(i,p-1) >> hmxr=mod(h-x*r,p-1) >>V1=g h
>> x =int64(randi(p-1)) ans =2 hmxr = 20262153 V1 =241198023
X = 65770603 >> i =int64(randi(p-1)) >>s=mod(hmxr*i_m1,p-1)
>> a=mod_exp(g,x,p) i =35395315 s =44575091 >>a_r=mod_exp(a,r,p)
a=232311991 >> ged(i,p-1) a_r=49998673
>> M="Hello Bob..." ans=1 >>r_s=mod_exp(r,s,p)
M = Hello Bob... >>i_ml=mulinv(i,p-1) r s=111993804
>> h=hd28(M) i_m1l=192754179 >>V2=mod(a_r*r_s,p)
h = 150954921 >> mod(i*i_m1,p-1) V2 =241198023

ans=1

Asymmetric Encryption-Decryption: El-Gamal Encryption-Decryption
pP=268435019; g=2;

Let message m™ needs to be encrypted, then it must be encoded in decimal number m: 1<m < p.
E.g. m=111222. Then m mod p = m.

A Ky, = a [ - is sl tv wgr%}of
m 2o fl:  m <P

R (= rawd’ (Q:D*)

_ ¢ i
E = mza Q Wmdp ¢=(E D) ﬁ . is bty to g/ezry/p?
D=2 mod p C=(ED) ubing her Wi{=X.

- mod{ -0 =0 - X mazd (P -1)= |8 D7D ol p
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L = %ﬁ nwod | A C=(E D) urng ket VT = A

C— X)Mpd(,;_{):@ 'X)Mﬂﬁ/([)—i): 1 D-Xde(P—i)mﬂQ/P

=(p-1- ) mod (p=1) 2. E°D'wam/[> =wm
69—4_> Wﬂd({)“i>f—0 5/;%&2 ,P“i (/{‘ 4

(?={
©)

(- #) mod Q?« 1): (P-1-X)
ﬂ‘j wiod (p- i> = DPAHXVVWC{ C[“i)
>> D owmy = mﬂd/@(/?@); p-d—=Xyp- t)

D@mod p computation using Fermat theorem:
If p is prime, then for any integer a holds a?* = 1 mod p.

DF4= ( modp D M”W"é)nm’/o
p-4 —X —X p-4—X —X
D7D =tD wedp =2 D =D wmadp

D wedp = DT p

(grrecTness . '
Ene (Puk,=a, [ ,m)=C=(£,D) = (E= m-a'mad p;D=g" medp)

‘Dgg(PrKA: Xy C> =F- ijOdP = yy)aa{(gf)—xmqjlp =

- m“(&i)L’ g,'z X: mg)“» g,'[):(' mgzﬁ —I’géﬂ/p:/w.dafm&dp:
a = M4 wed P= w wod P = v = 1411222
Swce W1 £ P
4 m>p — Mwodp £ 29wods =2+ 27 ASCUIZbils per dhar
204X
Y mep — mwodp = w | 19 waod 24 = 19, - =256 char:

r/)zcry//_f/ﬂh vs  corpe [7/ nwr < P,

EClaynal wary/‘,ﬁom is ptobebilistic: encryption ,7;[ 22
Same Wessage o tmes iwkls “he differan? coppertonts
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ECliamal evcrypdion is probabilistic: cneryplior of 2o
came szssmge@iwo times f/g,/y/; e /Zﬁz&/’éﬂf ¢7/Az/'7fe/tzfs

2-ud énéry/ﬁ’m

Necessity of probabilistic encryption.
Encrypting the same message with textbook RSA always yields the same ciphertext, and so we

actually obtain that any deterministic scheme must be insecure for multiple encryptions.

Tavern episode
Enigma

Authenticated Key Agreement Protocol using EIGamal Encryption and Signature.
Hybrid encryption for a large files combining asymmetric and symmetric encryption method.

Hybrid encryption. Let M be a large finite length file, e.g. of gigabytes length.
Then to encrypt this file using asymmetric encryption is extremely ineffective since we must split it into millions of

parts having 2048 bit length and encrypt every part separately.
The solution can be found by using asymmetric encryption together with symmetric encryption, say AES-128.

It is named as hybrid encryption method.
For this purpose the Key Agreement Protocol (KAP) using asymmetric encryption for the same symmetric secret

key k agreement must be realized and encryption of M realized by symmetric encryption method, say AES-128.

AKAP: Asym.Enc & Digital Sign.
How 4o ﬁ/horyfl/f large darta %»'Zé M:Hdug’rpiﬂ’ ens — dey mhed,
% Poockics nisl agfes o con1nron %ymW?lféc cocrel key- k.
7 for sYmmelric (lpck cAphet, t.§. AES-725,172, 256 6t
S PkKA:X)' [)MKA:Q, 3%; P}PKB:(C/T//' PZ//kg:ba
Fuk o = b, ‘PI/{//A =A,.

‘ 428
[ rendi( z%)

1.4, Vﬂﬁfg/ uf PW(A and eyl are valid?

2. Voeedy i 6 on h=H s valid 7
2) M- W%%Z&Zﬂwwé\’ypﬁd . 12‘/):0:%(% . L) '

— — 2
Ek(M)‘AES&UO G 2@”‘%\ \/ZV(PMMA,6V> [fl‘>:ﬂ-u@
2) Signs &‘(/qheﬂ?’ﬂL G 2.Doc(llyye) = &
50 h=H(c) 3.0, (()= AES, (d) =M.

- /Ny oo\ ~

E’MZ(PMMB: b; (:k)&):C:(Esz)
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2 h=H(C) \8.D,(¢)= AES, (&) =M.
3.2> §§W(P0“KA—‘—X, h):é\':(r, s)

S was wsing w0 catled entrypt - apd - s (£-6-9) paractipe.
E —@\—S)/wm;ﬂ%m s recomended fo prevent o caliod
Choosen Gphertex? Allacks - CCA: i is st é#ﬂ%f altay
4t most Mm/j/ex v reali zer Fion.



